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1
APPARATUS AND METHOD FOR
MANAGING APPLICATION IN WIRELESS
TERMINAL

CROSS REFERENCE TO RELATED
APPLICATIONS

The present application is a Continuation of U.S. patent
application Ser. No. 14/707,866 filed on May 8, 2015 which
claims the benefit of the earlier U.S. patent application Ser.
No. 14/498,109 filed on Sep. 26, 2014 and assigned U.S. Pat.
No. 9,077,810 issued on Jul. 7, 2015 which claims the
benefit of the earlier U.S. patent application Ser. No. 13/404,
806 filed on Feb. 24, 2012 and assigned U.S. Pat. No.
8,886,165 issued on Nov. 11, 2014 which claims the benefit
of the earlier filing date, under 35 U.S.C. §119 of a Korean
Patent Application filed in the Korean Intellectual Property
Office on Aug. 30, 2011 and assigned Ser. No. 10-2011-
0087304, the entire disclosure of which is hereby incorpo-
rated by reference.

BACKGROUND

1. Field of the Invention

The present invention relates to an apparatus and method
for managing an application in a wireless terminal.

2. Description of the Related Art

To protect private information, a password is generally
used in a wireless terminal. The password used in the
wireless terminal, however, merely unlocks the wireless
terminal.

Moreover, the wireless terminal can store only one pass-
word and does not provide a function of distinguishing a
user or managing data using the password.

SUMMARY

Accordingly, an aspect of the present invention is to
provide an apparatus and method for managing an applica-
tion of a wireless terminal, in which data of an application
is managed according to a type of a password for unlocking
the wireless terminal.

According to an aspect of the present invention, an
apparatus for managing an application in a wireless terminal
includes a memory for storing a plurality of passwords, and
a controller for classifying and managing data of each of a
plurality of applications according to a type of a password.

According to another aspect of the present invention, a
method for managing an application in a wireless terminal
includes inputting a particular password for unlocking the
wireless terminal, and if the input particular password is
included in a plurality of preset passwords, classifying and
managing each of a plurality of applications according to a
type of the input particular password.

BRIEF DESCRIPTION OF THE DRAWINGS

The above and other features and advantages of an
exemplary embodiment of the present invention will be
more apparent from the following detailed description taken
in conjunction with the accompanying drawings, in which:

FIG. 1 is ablock diagram of a wireless terminal according
to an embodiment of the present invention;

FIG. 2 is a flowchart illustrating a process of managing an
application in a wireless terminal according to an embodi-
ment of the present invention; and
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FIG. 3A, FIG. 3B, FIG. 3C, FIG. 3D, FIG. 4A, FIG. 4B,
FIG. 4C and FIG. 4D are diagrams for describing an
operation of managing an application in a wireless terminal
according to an embodiment of the present invention.

DETAILED DESCRIPTION

Hereinafter, an exemplary embodiment of the present
invention will be described in detail with reference to the
accompanying drawings. It should be noted that identical
reference numerals refer to identical components throughout
the drawings.

FIG. 1 is a block diagram of a wireless terminal according
to an embodiment of the present invention.

Referring to FIG. 1, a Radio Frequency (RF) unit 123
performs a wireless communication function of the wireless
terminal. The RF unit 123 includes an RF transmitter for
up-converting a frequency of a transmission signal and
amplifying the transmitted signal and an RF receiver for
low-noise amplifying a received signal and down-convert-
ing the frequency of the received signal. A data processor
120 includes a transmitter for encoding and modulating the
transmission signal and a receiver for demodulating and
decoding the received signal. The data processor 120 may
include a modem and a codec. Herein, the codec includes a
data codec for processing packet data and an audio codec for
processing an audio signal such as voice. An audio processor
125 reproduces an audio signal being output from the audio
codec of the data processor 120 or transmits an audio signal
generated from a microphone to the audio codec of the data
processor 120.

A key input unit 127 includes keys for inputting numeric
and character information and function keys for setting
various functions.

A memory 130 includes program and data memories. The
program memory stores programs for controlling a general
operation of the wireless terminal and a program for indi-
vidually managing data of a plurality of applications accord-
ing to a type of a password for unlocking the wireless
terminal according to an embodiment of the present inven-
tion. The data memory also temporarily stores data gener-
ated during execution of the programs.

According to an embodiment of the present invention, the
memory 130 stores a plurality of passwords which are preset
by a user, such that data corresponding each of a plurality of
applications stored in the wireless terminal can be classified
and managed using these passwords. That is, the passwords
are used to unlock the wireless terminal, such as unlocking
patterns or unlocking numbers. The plurality of passwords
includes at least one password for classifying and managing
data corresponding to each of the plurality of applications,
and/or at least one password for collectively managing data
of each of the plurality of applications. That is, the invention
provides classifying and managing data of each of the
plurality of applications by a particular password, or col-
lectively managing (i.e., not dividing) data of each of the
plurality of applications by a particular password. Here, the
plurality of applications includes all applications executed in
the wireless terminal, such as a phone directory application,
a message application, an album application, recent records,
etc., and the data may include prestored data or currently
generated data for a subsequent retrieval, as explained later
with reference to FIGS. 3 and 4.

The controller 110 controls the overall operation of the
wireless terminal.

According to an embodiment of the present invention, the
controller 110 classifies and manages data of each of the
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plurality of applications stored in the wireless terminal
according to a type of a password.

According to an embodiment of the present invention,
when a password input during a locking state of the wireless
terminal is included in the plurality of preset passwords, the
controller 110 classifies and manages data of each of the
plurality of applications according to a type of the input
password. The preset passwords may include predetermined
patterns and/or predetermined numbers for unlocking the
wireless terminal.

According to an embodiment of the present invention,
when a particular password input during a locking state of
the wireless terminal is included in the plurality of preset
passwords, the controller 110 unlocks the password and
switches the wireless terminal to a mode corresponding to
the input particular password (or particular-password mode).
When a data view menu for an application among the
plurality of applications is selected in the particular-pass-
word mode, the controller 110 displays only a certain data,
stored in the particular-password mode. To this end, the
controller 110 classifies data in which key values of the
particular-password mode are stored, out of all data of the
applications, as the data stored in the particular-password
mode and displays the corresponding classified data. That is,
when a particular-password is input, any data including the
key values of the particular-password is retrieved for dis-
play.

Further, when data executed in the selected application is
generating during the particular-password mode, the con-
troller 110 classifies the executed data as data of the par-
ticular-password mode and stores the executed or generated
data as the data of the particular-password mode by assign-
ing key values corresponding to the particular-password
mode to the newly executed or generated data. That is, the
controller 110 stores the key values of the particular-pass-
word mode in the data executed in the selected application,
thereby classifying the data for a subsequent retrieval as the
data of the particular-password mode.

A camera unit 140 captures an image, and may include a
camera sensor for converting an optical signal of the cap-
tured image into an electrical signal, and a signal processor
for converting an analog image signal of the image captured
by the camera sensor into digital data. Herein, it is assumed
that the camera sensor is a Charge Coupled Device (CCD)
sensor or a Complementary Metal Oxide Semiconductor
(CMOS) sensor, and the signal processor may be imple-
mented as a Digital Signal Processor (DSP). In addition, the
camera sensor and the signal processor may be implemented
as one piece or separately.

An image processor 150 performs Image Signal Process-
ing (ISP) to display an image signal output from the camera
unit 140 on the display unit 160. The ISP executes functions
such as gamma correction, interpolation, space conversion,
image effect, image scale, Auto White Balance (AWB), Auto
Exposure (AE) and Auto Focus (AF). Thus, the image
processor 150 processes the image signal output from the
camera unit 140 in the unit of a frame, and outputs frame
image data adaptively to the features and size of the display
unit 160. The image processor 150 includes an image codec,
and compresses the frame image data displayed on the
display unit 160 in a preset manner or restores the com-
pressed frame image data to the original frame image data.
Herein, the image codec may be Joint Picture Experts Group
(JPEG) codec, Moving Picture Experts Group 4 (MPEG4)
codec, or Wavelet codec. It is assumed that the image
processor 150 has an on screen display (OSD) function. The
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image processor 150 may output OSD data according to the
displayed picture size under the control of the controller 110.

The display unit 160 displays an image signal output from
the image processor 150 on the screen and displays user data
output from the controller 110. Herein, the display unit 160
may be a Liquid Crystal Display (LCD), and in this case, the
display unit 160 may include an LCD controller, a memory
capable of storing image data, an LCD element, and so on.
When the LCD is implemented with a touch screen, it may
serve as an input unit. In this case, on the display unit 160,
keys such as the key input unit 127 may be displayed.

According to an embodiment of the present invention,
when the wireless terminal is unlocked by a particular one
of the plurality of passwords, the display unit 160 displays
only data stored in a particular-password mode, out of data
of a corresponding application.

Hereinafter, a detailed description will be made of an
operation of managing an application according to a type of
a password in the wireless terminal with reference to FIGS.
2 through 4D.

FIG. 2 is a flowchart illustrating a process of managing an
application in a wireless terminal according to an embodi-
ment of the present invention, and FIGS. 3A through 4D are
diagrams for describing an operation of managing an appli-
cation in a wireless terminal according to an embodiment of
the present invention.

Herein, the teachings of the present invention will be
described in detail with reference to FIGS. 2 through 4D,
together with FIG. 1.

Referring to FIG. 2, upon input of a particular password
for unlocking the wireless terminal in step 201 from a
locking state, the controller 110 senses the input in step 202
and determines whether the input particular password is
included in a plurality of preset passwords in step 203.

If determining that the input particular password is not
included in the plurality of preset passwords in step 203, the
controller 110 displays a message requesting re-input of a
password in step 204.

If determining that the input particular password is
included in the plurality of preset passwords in step 203, the
controller 110 unlocks the wireless terminal and switches the
wireless terminal to a particular-password mode correspond-
ing to the input particular password in step 205.

In the particular password mode, if a data view menu for
a corresponding application is selected in step 206, the
controller 110 extracts data which stores key values of the
particular-password mode from data of the corresponding
application and displays only the extracted data as the data
of the corresponding application on the display unit 160 in
step 207.

In the particular-password mode, if a data view is not
selected in step 206 and if data executed in a corresponding
application is stored in step 208, the controller 110 stores
key values of the particular-password mode in the executed
data to classify the executed data as the data of the particu-
lar-password mode and store the executed data as the data of
the corresponding application in step 209.

The process illustrated in FIG. 2 will now be described in
more detail with reference to FIGS. 3A through 4D in which
a pattern is assumed to be used as a password for unlocking
the wireless terminal.

Referring to FIG. 3A, upon input of an “M” shaped
pattern, out of a plurality of preset unlocking patterns, the
wireless terminal is unlocked and switched to an “M”
shaped pattern mode. If an application, such as a phone
directory for example, is selected during the “M” shaped
pattern mode, only phone number data storing key values of
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the “M” shaped pattern, out of all phone number data stored
in the phone directory, is displayed as illustrated in FIG. 3B.
Note that the key values corresponding to the “M” shaped
pattern is prestored. When new phone number data is stored
in the phone directory during the “M” shaped pattern mode,
the key values indicating the “M” shaped pattern mode are
newly stored, such that the stored new phone number data is
classified as data representing the “M” shaped pattern mode
for a later retrieval.

Note that the key values corresponding to data are pre-
stored in each of the plurality of passwords. Accordingly, as
shown in step 207, the data stored as the corresponding key
value is extracted and displayed, when the application data
corresponding to the particular-password mode is selected.
As shown in step 209, the key values assigned in the
particular-password mode are stored, when the data
executed in the particular-password mode is stored. And, as
shown in step 207, the data stored as the corresponding key
value is extracted and displayed, when the application data
corresponding to the particular-password mode is selected.

If a message application is selected during the “M”
shaped pattern mode, only message data storing the key
values of the “M” shaped pattern mode, out of outgoing/
incoming messages stored in the message application, is
displayed as illustrated in FIG. 3C. Note that the key values
corresponding to the “M” shaped pattern is prestored. Also,
if reception or transmission of new message data is per-
formed in the “M” shaped pattern mode, the key values of
the “M” shaped pattern mode are newly stored, such that the
new message data is classified as data representing the “M”
shaped pattern mode for a later retrieval.

If an album view application is selected in the “M” shaped
pattern mode, only image data storing the key values of the
“M” shaped pattern mode, out of image data stored in the
album view application, is displayed as illustrated in FIG.
3D. Note that the key values corresponding to the “M”
shaped pattern is prestored. Further, if storing of a new
image due to reception or capturing of the new image is
selected in the “M” shaped pattern mode, the key values of
the “M” shaped pattern mode are newly stored, such that the
new image data is classified as data representing the “M”
shaped pattern mode.

Referring to FIG. 4A, upon input of a “V” shaped pattern
out of the plurality of preset unlocking patterns, the wireless
terminal is unlocked and switched to a “V” shaped pattern
mode. If an application, a phone directory for example, is
selected during the “V” shaped pattern mode, only phone
number data storing key values of the “V” shaped pattern,
out of all the phone number data stored in the phone
directory, is displayed as illustrated in FIG. 4B. Note that the
key values corresponding to the “V” shaped pattern is
prestored. Similarly, when new phone number data is stored
in the phone directory in the “V” shaped pattern mode, the
key values of the “V” shaped pattern mode are newly stored,
such that the stored new phone number data is classified as
data of the “V” shaped pattern mode for a later retrieval.

If a message application is selected in the “V” shaped
pattern mode, only message data storing the key values of
the “V” shaped pattern mode, out of outgoing/incoming
messages stored in the message application, is displayed as
illustrated in FIG. 4C. Note that the key values correspond-
ing to the “V” shaped pattern is prestored. If reception or
transmission of new message data is performed in the “V”
shaped pattern mode, the key values of the “V” shaped
pattern mode are newly stored i, such that the new message
data is classified as data of the “V” shaped pattern mode.
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Upon selection of an album view application in the “V”
shaped pattern mode, if there is no image data storing the
key values of the “V” shaped pattern mode, out of image
data stored in the album view application, absence of image
data is displayed as illustrated in FIG. 4D. If storing of a new
image due to reception or capturing of the new image is
selected in the “V” shaped pattern mode, the key values of
the “V” shaped pattern mode are stored in the new image
data, such that the new image data is classified as data of the
“V” shaped pattern mode.

As can be appreciated from the foregoing description, by
providing an apparatus and method for managing data
according to a type of a password in a wireless terminal,
even when the wireless terminal is unlocked by a password
input by a third party, only data of an application corre-
sponding to a type of the input password is displayed,
thereby keeping private information protection.

The above-described methods according to the present
invention can be implemented in hardware, firmware or via
the execution of software or computer code that can be
stored in a recording medium such as a CD ROM, an RAM,
a floppy disk, a hard disk, or a magneto-optical disk or
computer code downloaded over a network originally stored
on a remote recording medium or a non-transitory machine
readable medium and to be stored on a local recording
medium, so that the methods described herein can be ren-
dered in such software that is stored on the recording
medium using a general purpose computer, or a special
processor or in programmable or dedicated hardware, such
as an ASIC or FPGA. As would be understood in the art, the
computer, the processor, microprocessor controller or the
programmable hardware include memory components, e.g.,
RAM, ROM, Flash, etc. that may store or receive software
or computer code that when accessed and executed by the
computer, processor or hardware implement the processing
methods described herein. In addition, it would be recog-
nized that when a general purpose computer accesses code
for implementing the processing shown herein, the execu-
tion of the code transforms the general purpose computer
into a special purpose computer for executing the processing
shown herein.

While a detailed embodiment such as a wireless terminal
has been described in the present invention, various changes
may be made without departing from the scope of the
present invention. Accordingly, the scope of the present
invention should be defined by the claims and equivalents
thereof, rather than the described embodiment.

What is claimed is:

1. A wireless terminal comprising:

a touch screen configured to receive a plurality of touch

inputs in a locking state of the wireless terminal; and

a controller configured to:

identify a position of each of the plurality of touch inputs

and an order of the plurality of touch inputs inputted
through the touch screen in the locking state of the
wireless terminal;

operate the wireless terminal in a first unlock mode after

releasing the locking state of the wireless terminal, if
the position and the order of the plurality of touch
inputs through the touch screen correspond to the first
unlock mode;

operate the wireless terminal in a second unlock mode

different from the first unlock mode after releasing the
locking state of the wireless terminal, if the position
and the order of the plurality of touch inputs through
the touch screen correspond to the second unlock
mode; and
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when a first application is selected after entering the first
unlocking mode, execute the first application and con-
trol the touch screen to display first data associated with
the first unlocking mode.

2. The wireless terminal of claim 1, wherein the position
and the order of each of the plurality of touch inputs, which
correspond to the first unlock mode, are different from the
position and the order of each of the plurality of touch
inputs, which correspond to the second unlock mode.

3. The wireless terminal of claim 1, wherein the plurality
of touch inputs are received continuously on the touch
screen.

4. A method performed in a wireless terminal having a
touch screen, the method comprising:

identifying a position of each of a plurality of touch inputs

and an order of the plurality of touch inputs inputted
through the touch screen in a locking state of the
wireless terminal;

operating the wireless terminal in a first unlock mode after

releasing the locking state of the wireless terminal, if
the position and the order of the plurality of touch
inputs through the touch screen correspond to the first
unlock mode;

operating the wireless terminal in a second unlock mode

different from the first unlock mode after releasing the
locking state of the wireless terminal, if the position
and the order of the plurality of touch inputs through
the touch screen correspond to the second unlock
mode; and

when a first application is selected after entering the first

unlocking mode, executing the first application and
displaying via the touch screen first data associated
with the first unlocking mode.
5. The method of claim 4, wherein the position and the
order of each of the plurality of touch inputs, which corre-
spond to the first unlock mode, are different from the
position and the order of each of the plurality of touch
inputs, which correspond to the second unlock mode.
6. The method of claim 4, wherein the plurality of touch
inputs are received continuously on a touch screen that
displays the screen.
7. The wireless terminal of claim 1, wherein the controller
is further configured to:
when the first application is selected after entering the
second unlocking mode, execute the first application
and control the touch screen to display second data in
association with the second unlocking mode and the
first data.
8. The wireless terminal of claim 7, wherein the controller
is further configured to:
during operation in the first unlocking mode, store the first
data in association with the first unlocking mode; and

during operation in the second unlocking mode, store the
second data in association with the second unlocking
mode.

9. The wireless terminal of claim 8, wherein the first
application is a message application, an album view appli-
cation or a phone directory application, and wherein the first
data and second data are each message data, image data or
phone number data.

10. The method of claim 4, further comprising:

when the first application is selected after entering the

second unlocking mode, executing the first application
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and controlling the touch screen to display second data
in association with the second unlocking mode and the
first data.

11. The method of claim 10, wherein the first application
is a message application, an album view application or a
phone directory application, and wherein the first data and
second data are each message data, image data or phone
number data.

12. A non-transitory computer-readable storage medium
having stored therein program instructions, which when
executed by a processor of a wireless terminal having a
touch screen, execute a method comprising:

identifying a position of each of a plurality of touch inputs

and an order of the plurality of touch inputs inputted
through the touch screen in a locking state of the
wireless terminal;

operating the wireless terminal in a first unlock mode after

releasing the locking state of the wireless terminal, if
the position and the order of the plurality of touch
inputs through the touch screen correspond to the first
unlock mode;

operating the wireless terminal in a second unlock mode

different from the first unlock mode after releasing the
locking state of the wireless terminal, if the position
and the order of the plurality of touch inputs through
the touch screen correspond to the second unlock
mode; and

when a first application is selected after entering the first

unlocking mode, executing the first application and
displaying via the touch screen first data associated
with the first unlocking mode.

13. The non-transitory computer-readable storage
medium of claim 12, wherein the position and the order of
each of the plurality of touch inputs, which correspond to the
first unlock mode, are different from the position and the
order of each of the plurality of touch inputs, which corre-
spond to the second unlock mode.

14. The non-transitory computer-readable storage
medium of claim 12, wherein the plurality of touch inputs
are received continuously on a touch screen that displays the
screen.

15. The non-transitory computer-readable
medium of claim 12, further comprising:

when the first application is selected after entering the

second unlocking mode, executing the first application
and controlling the touch screen to display second data
in association with the second unlocking mode and the
first data.

16. The non-transitory computer-readable
medium of claim 15, further comprising:

during operation in the first unlocking mode, storing the

first data in association with the first unlocking mode;
and

during operation in the second unlocking mode, storing

the second data in association with the second unlock-
ing mode.

17. The non-transitory computer-readable storage
medium of claim 16, wherein the first application is a
message application, an album view application or a phone
directory application, and wherein the first data and second
data are each message data, image data or phone number
data.

storage

storage
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